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ندارد

میدان فاطمی، خ جویبار، خ زرتشت غربی نرسیده به بیمارستان مهر پلاک ۵۴ تلفن: ۸۸۹۸۶۴۶۱

« سرمایه گذاری برای تولید »

همه باهم برای ایران

روسای محترم سازمانهای تابعه و وابسته وزارت کشور
رئیس محترم مرکز توسعه فناوری اطلاعات، امنیت و هوشمندسازی

معاونین محترم توسعه مدیریت و منابع استانداریهای سراسر کشور

با سلام و احترام؛
به پیوست نامه شماره ٤٢/١٦٩٤ مورخ ١٤٠٤/٠٨/٠٥ موسسه ایده بنیان رایان و با عنایت به اهمیت روزافزون موضوع 
«امنیت اطلاعات، تهدیدات سایبری و هوشمندسازی» برگزاری دومین دوره آموزشی تخصصی در این زمینه  با همکاری 

مؤسسه ایدهبنیان رایان بعنوان مجری و برگزار کننده در دستور کار قرار گرفته است. 
نظر به نقش کلیدی مدیران و کارشناسان حوزه فناوری اطلاعات دستگاههای اجرایی در ارتقای سطح آگاهی و 
آمادگی سازمانی، حضور فعال آنان در این دورهها بسیار حائز اهمیت بوده و انتظار میرود برنامهریزی لازم جهت مشارکت 

مؤثر مدیران و کارشناسان ذیربط صورت پذیرد.
درضمن لطفا دستور فرمایید اطلاعرسانی لازم به تمامی واحدها و نهادهای مرتبط در سطح استان و شهرستانها، به 

ویژه شهرداریها، دستگاههای اجرایی استان و سایر زیرمجموعههای ذیربط را بهعمل آورند.
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 بسمه  تعالی

 روسای محترم تشکل های اقتصادی وابسته به اتاق ایران

 با سلام و احترام

 

وب وزتیتبکشیریبب27/90/2696 یری بب276471بشیامی ببدم ی بببی بببعطی بیسیمدد ببوسیله ببی بتسضاریمیب ی بببببدین

شیید بهییم بتدمییم یییی  پلیی وبب دم یی بتتییمبببمزینییمد بتییی ت ب12/29/2696/صب ییری ب26141/26دم یی بشییامی ب

بآموزشاا  هوشااساز سااازی اماعا اولااااای وسااای ریدوره هااای تصصصاا  دیبخصییرصبب نیی تی ب

هییم بخییمی بتزبتخضلییمیبدللییبببیی وزبب خیی بشیی تیدبوب اییدودی ب ببیی 2696 ییم بدیببییمز بز ییمد بتوتخیی بب ایین

هیییم بتیتییییمم بوبهادنیییلنبعییید بت لیییم بتا ییی بکم یییببویییید بدیبهیییرز بزی سیییمخ ب ن تیکننیید  ببییی ب

سیمز ببتیض ب نمسییاببی ت بب نیی تی بببببید بریی ته بیهییم ب  هیمبوبدسیضیم ببهیم بتر تییی ببیمبسییمز م ببهایمهنی ب

 .همبدیب رعدب   یب لت بدی دید بتس  نظ  ب طهرببوبتث بخشبدوی 

بمبعنمیی ببی بتهالی بیعمیی بتسیضمددتیدهم بی رزشی  بلی و بتریالنبکل لی بتری تبوب ی ویتبتا ی بکم یببببببببببببببب

هییم ب یی کریببیی بشیید  بتتخییم بتصییال ببیی بی بن دیییدبتییمبز ییم بب نیی تی بدوی ببلنیی تهییدتآبی رزشیی بپییلش

 . نض ببشردب) طمب بردولب یب(ب269۱بتیدیی ش وبر ویدینب

هیم بییلمد بتزبتث بخشی بر یینیدبی یرز بوبببببببدی  بتس بتینبتصیال بدیبیتسیضم بتیت یم بسیطفبکل ی بب دم ی بببببب

شید بشی تیدبپمییدتیبتر تیی بببببد عم بتتخم بشید بتسی شبشیمیم ب کی بتسی بپیربتزبری ته بببببببه ظب نمرعبکهل ب  

هییمب ضعمبیییم بتزبم ییی ب  ترییعببهییم بمز  بتییمیییبدبلیی بب نیی تی بهیی بییی بتزبدوی بهاییمهنی وبد ییمی بشیید ب

 .یسا بتعلا بخرتهدبشد

 خممیییم ببتعرییمبوبیسییمد ب مییددبوب یی ث ببیی خرتهشییاندبتسیی بدسییضریبر  مینییدب تییمعدتبمز بر یی بتمییلا 

للتی بببکننیدنم  ب عایرلبن ددشبی بپلرسی ببببسیمز بز لنی بهریریبهیدتکش  بشی ک ببببب نظریبری ته بیبد بب   

بشدوی بهمبوبتغلل تتبیریتبن رض بتیسملب لی دد

ب

ب

ب

31/33/3141  

1313/14  

 نزارد    
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 تصزام  کشورغعراامل کشور/سازمان اداری و اسز ارائه گواهعاامه: سازمان پزافا              

 

 

  

 

کز 

 دوره

 تاریخ/سااا استاد سرفصل های پعشاهادی ااوان کارگاه های تصصص 

 نحوه برگزاری

 هزیاه)تومان(

3 

 

 حسلای ترنز و مزیریا 

 جهان و ایران در سای ری

 در ایران و جهانانداز تهدیدات سایبری چشم.1

 تآخرین ترندهای حملا.2

کشورهای حمله ي های حیاتحملات اخیر به زیرساختنمونه.3

 کننده و حمله شونده

 استاد 

 کاوس /گلپایگان 

42/43/3145    (34-31) 

 آنلاین

444/444/3 

 های سامانه تهزیزای انواع 4

 با مقابله روشهای و سای ری

 .آنها

 ..هایانواع تهدیدات سامانه .1
 انواع حملات سایبری.2
 سامانه های حمله سایبری.3

 

 کاووس  استاد 

14/43/3145    (34-31) 

 آنلاین

444/444/3 

 و سازی مستاز ریسك  مزیریا 1

 اماعا های سعستم سازی پعاده

 اساس بر( ISMS) اولااای

  4441 ویرایش 41443 استانزارد

 پرخطرهای استانداردهای کنترل دسترسی و حساب.1
 هاروزرسانی سیستمفرایند درست نگهداری و به.2
3.ISMS 
4 .CIS 

5 .NIST 

 

 کاووس  استاد 

13/43/3145   (34-31) 

 آنلاین

3444444 

پرورش و  اماعا اولااای 1

در  AI نعروهای تصصص 

 دولا و بصش خصوص 

 روش پروش نیروی انسانی . کاربردی .1

 نیروی انسانی در بخش دولتی .2

 نیروی انسانی در بخش خصوصی .3

 توحعزیاستاد 
43/44/3145    (34-31) 

 آنلاین

444/444/3 

 پعشگعری در AI اسل  کاربرد 5

سای ری:از تحلعل تا  حسلای از

 اقزام اسل 

 حمله و انواع آن.تحلیل 1

 معماری دفاع .2

 کاربرد هوش مصنوعی در برابر حمله .3

 توحعزی استاد 
44/44/3145     (34-31) 

 آنلاین

444/444/3 

 و کشف هوشساز هایسامانه 1

سای ری با  حسلای سازیخاث 

 کاهش آسعبرویکرد 

 های هوشمند دفاع سایبریهای سامانهمعماری و فناوری .1

 نقش یادگیری ماشین، هوش مصنوعی و تحلیل رفتار.2

 SIEM، (IDS/IPS) های کشف نفوذاجزای اصلی سامانه.3

 SOAR و

 فعال در برابر تهدیداتدهی پیشپاسختشخیص و .4

 استاد 

 ی/توحعزگلپایگان 

41/44/3145    (34-31) 

 آنلاین

444/444/3 

بلاک چعن  1

 ENTERPRISEسازمان )

BLOCKCHAIN کاربرد:)

درحکسران  داده شفافعا و 

 تحول فرایازهای سازمان 

 بلاک چعن سازمان  زیرساخا ااتساد اصر جزیز .3

 شفافعا و تغععرناپذیری ازداده تا تصسعم .4

 قراردادهای هوشساز و اتوماسعون انقلاب  .1

 حکسران  داده در دنعای دیجعتال .1

 هوش مصاوا +بلاک چعن=آیازه تصسعم گعری-5

 

 استاد کوک  
45/44/3145    (34-31) 

 آنلاین

444/444/3 

 ومن ا.. توفعق

 مزیر اامل

 سعزاسادالزین آیا اله 

31/33/3141  

3131/14  

 نزارد    
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